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Abstract

An ad hoc learning-automata-based protocol for wireless LANs, capable of operating efficiently under bursty traffic

conditions, is introduced. According to the proposed protocol, the mobile station that is granted permission to transmit

is selected by means of learning automata. At each station, the learning automaton takes into account the network

feedback information in order to update the choice probability of each mobile station. The proposed protocol is

compared via simulation to TDMA and IEEE 802.11 under bursty traffic conditions. Ad hoc learning-automata-based

protocol (AHLAP) is shown to exhibit superior performance compared to TDMA in all cases. Compared to IEEE

802.11, the burstier the network traffic, the larger the performance increase of AHLAP. Furthermore, the implemen-

tation of AHLAP is more easier than that of IEEE 802.11.

� 2003 Elsevier B.V. All rights reserved.
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1. Introduction

There are fundamental differences between

wireless and wired LANs that pose difficulties in
the design of medium access control (MAC) pro-

tocols for wireless LANs (WLANs) [1]. The wire-

less medium is characterized by bit error rates

(BER) having an order of magnitude even up to 10

orders of magnitude of a LAN cable�s BER. Fur-
thermore, in WLANs errors occur in bursts,

whereas in traditional wired systems errors appear

randomly. Finally, a fully connected topology
between the nodes of a WLAN cannot be as-
* Corresponding author.

E-mail address: petros@csd.auth.gr (P. Nicopolitidis).

1570-8705/$ - see front matter � 2003 Elsevier B.V. All rights reserv

doi:10.1016/j.adhoc.2003.09.004
sumed. As a result, WLANs are characterized by

unreliable links between nodes resulting in bursts

of errors and dynamically changing network to-

pologies.
Modern WLANMAC protocols should be able

to efficiently handle the bursty traffic that is ex-

pected to be generated by WLAN applications

(such as client/server and file transfer applications

between WLAN nodes). This paper proposes ad

hoc learning-automata-based protocol (AHLAP),

an ad hoc learning-automata-based MAC protocol

for WLANs. Learning automata are efficient
structures that can provide adaptation to systems

operating in changing and/or unknown environ-

ments [2,3]. According to AHLAP, the mobile

station that grants permission to transmit is
ed.

mail to: petros@csd.auth.gr


420 P. Nicopolitidis et al. / Ad Hoc Networks 2 (2004) 419–431
selected by means of learning automata. The

learning automata take into account the network

feedback information in order to update the choice

probability of each mobile station. The network

feedback conveys information on the traffic pattern.

It is proved [4] that the learning algorithm asymp-
totically tends to assign to each station a portion of

the bandwidth proportional to the station�s needs.
The remainder of the paper is organized as

follows: Section 2 discusses work related to the

subject of the paper. After a brief introduction to

learning automata and their usefulness in the en-

vironment AHLAP operates, Section 3 presents

the proposed protocol. Simulation results com-
paring the performance of AHLAP to that of

TDMA and IEEE 802.11 are presented in Section

4. Concluding remarks are presented in Section 5.
2. Related work

The first protocol to be developed for ad hoc
wireless networks was ALOHA. The principle of

ALOHA is simple: whenever each station has a

data packet to transmit, it does so. ALOHA, al-

though easy to implement exhibits a low perfor-

mance. This is due to the fact that the blind

channel accesses made by the mobile stations lead

to a large number of data packet collisions. The

duration for a fixed-size data packet transmission
is called a slot. ALOHA shows a peak throughput

of 0.18 packets/slot for an aggregate offered net-

work load of 0.5 packets/slot.

A refinement of ALOHA, slotted ALOHA di-

vides time into time slots and states that packet

transmissions can occur only at the beginning of a

slot. Slotted ALOHA doubles the performance of

ALOHA and shows a peak throughput of 0.36
packets/slot for an aggregate network offered load

of 1 packet/slot. However, it has to be noted that

these peak values for ALOHA and slotted ALO-

HA do not have a practical meaning since they are

accompanied by excessive network delays and

protocol instability.

With the exception of ALOHA, all other dis-

tributed protocols for ad hoc WLANs utilize car-
rier sensing [5]. A problem in these protocols stems

from the fact that in general, a fully connected
topology between the WLAN nodes cannot be

assumed. This problem gives rise to the ‘‘hidden’’

and ‘‘exposed’’ terminal problems. The ‘‘hidden’’

terminal problem describes the situation where a

station A, not in the transmitting range of another

station C, detects no carrier and initiates a trans-
mission. If C was in the middle of a transmission,

the two stations� packets would collide in all other

stations B that can hear both A and C. The op-

posite of this problem is the ‘‘exposed’’ terminal

scenario. In this case, B defers transmission since it

hears the carrier of A. However, the target of B, C,

is out of A�s range. In this case B�s transmission
could be successfully received by C, however this
does not happen since B defers due to A�s trans-
mission. The ‘‘hidden’’ and ‘‘exposed’’ terminal

problems have been shown to reduce the perfor-

mance of Carrier Sense-based protocols.

The most representative carrier-sensing protocol

for ad hoc WLANs is the IEEE 802.11 distributed

coordination function (DCF). Due to the fact that

its performance is compared to that of AHLAP, we
briefly describe its operation below. It has to be

noted that IEEE 802.11 DCF has a more compli-

cated implementation than AHLAP due fact that it

uses a number of extra technical characteristics. As

will be discussed later on, these are (a) use of con-

trol packet exchanges, (b) carrier sensing and (c)

use of more than one interframe spaces (IFSs).

2.1. IEEE 802.11 DCF

The IEEE 802.11 distributed coordination

function is essentially a slotted Carrier Sense

Multiple Access with Collision Avoidance

(CSMA/CA) MAC algorithm Thus, data trans-

missions can only start at the beginning of each

slot. The IEEE 802.11 standard utilizes delays
between successive frame transmissions, known as

interframe spaces (described later). The steps taken

for channel access are as follows:

1. When a station has a packet to transmit, it first

senses the medium. If the medium is sensed idle

for an IFS, then the station can commence

transmission immediately.
2. If the medium is initially sensed busy, or be-

comes busy during the IFS, the station defers
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transmission and continues to monitor the

medium until the current transmission is over.

3. When the current transmission is over, the sta-

tion waits for another IFS, while monitoring

the medium. If it is still sensed idle during that
IFS, the station backs off a number of slots us-

ing a binary exponential backoff algorithm and

again senses the medium. If it is still free, the

station can commence transmission.

Of course, two or more stations can select the

same slot to commence transmission, a fact that

results to a collision. IEEE 802.11 DCF uses two
IFS values in order to enable priority access to the

channel. These are, from the shortest to the long-

est, the Short IFS (SIFS) and the distributed co-

ordination function IFS (DIFS). DIFS is the

minimum delay for asynchronous traffic content-

ing for medium access. SIFS is used in for several

IEEE 802.11 MAC operations such as MAC level

acknowledgment (ACK), MAC frame fragmenta-
tion and the use of request to send/clear to send

(RTS/CTS) control packet exchange.

TheRTS/CTSmechanism enhances the two-way

handshake CSMA/CA algorithm (DATA-ACK) to

a four-way handshake one (RTS-CTS-DATA-

ACK).When a stationwants to transmit a packet, it

sends a small Request To Send (RTS) packet to the

data packet destination. The latter, if ready to re-
ceive the data packet, responds after a SIFS with a

Clear To Send (CTS) packet allowing the sending

station to commence data transmission a SIFS after

the CTS reception. Stations that receive the RTS or

CTS will defer until the DATA and ACK trans-

missions are completed.

The RTS/CTS mechanism tries to combat the

‘‘hidden’’ terminal problem. The RTS and the CTS
packets inform the neighbors of both communi-

cating nodes about the length of the ongoing

transmission. Stations hearing either the RTS or

the CTS packet defer until the DATA and ACK

transmissions are completed. RTS and CTS

packets are small compared to data frames. As a

result, when a collision between RTS packets oc-

curs, less bandwidth is wasted when compared to
collisions involving larger data frames. However,

the use of the mechanism in a lightly loaded me-

dium or in environments that are characterized by
small data packets imposes additional delay due to

the RTS/CTS overhead.

The collision avoidance part of the protocol is

implemented through a random backoff proce-

dure. As mentioned, when a station senses a busy

medium, it waits for an idle SIFS period and then
computes a backoff value. This value consists of a

number of slots whose duration is physical layer-

dependent. Initially, the station computes a back-

off time ranging from 0 to 7 slots. When the

medium becomes idle, the station decrements its

backoff timer until it reaches zero, or the medium

becomes busy again. In the latter case, the backoff

timer freezes until the medium becomes idle again.
When two or more station counters decrement to

zero at the same time, a collision occurs. In this

case, the stations compute a new backoff window

given in slots by the formula ½22þi � ranfðÞ� � slot

time, where i is the number of times the station

attempts to send the current data frame, ranf() a

uniform variate in (0, 1), [x] the largest integer less
than or equal to x and slot time is the duration of
a slot. Successive collisions cause the size of the

backoff window, also known as contention win-

dow (CW) to increase exponentially. When it

reaches a certain maximum, which is a user defined

parameter known as CWMax, i is reset to 1 and

the size of the backoff window is reinitialized to 7.

When a certain number of retransmissions at-

tempts occurs for a specific frame, the frame is
discarded.
3. The ad hoc learning-automata-based protocol

3.1. Learning automata

The aim of many intelligent systems is to be
able to efficiently work in environments with un-

known characteristics. As a result, such systems

need to possess the ability to acquire knowledge

regarding the behavior of the environment.

Learning automata are mechanisms that can be

applied to such learning problems.

A learning automaton is an automaton that

improves its performance by interacting with the
random environment in which it operates. The

goal of a learning automaton is to find among a set
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of actions the optimal one, such that the average

penalty received by the environment is minimized

(this is equivalent to maximization of the average

received reward). This obviously means that there

exists a feedback mechanism that notifies the au-

tomaton about the environment�s response to a
specific action. The operation of a learning au-

tomaton constitutes a sequence of repetitive cycles

which eventually lead to the target of average

penalty minimization. During each cycle, the au-

tomaton chooses an action and receives the envi-

ronmental response (either a rewarding on

penalizing one) triggered by the selected action.

Based on this response and the knowledge gained
from earlier actions the learning automaton de-

termines the selection of the next action.

A learning automaton operates via selection at

each discrete time point of an actions that is in-

cluded in a set of actions a1; a2; . . . ; aM . pðnÞ ¼
fp1ðnÞ; p2ðnÞ; . . . ; pMðnÞg is a vector representing

the probability distribution for the M actions at

time n. Obviously,
PM

i¼1 piðnÞ ¼ 1. During each
cycle, some action ai, 16 i6M is chosen with

probability pi. Upon selection of and execution of

an action ai at cycle n, the random environment

responds with a rewarding or penalizing feedback

ci which is used in order to update the probability

distribution vector p. After the updating is fin-

ished, the automaton selects the next action ac-

cording to the updated probability distribution
vector pðnþ 1Þ.

In cases when the environmental response takes

only the values 0 and 1, indicating only reward or

penalty respectively, the automaton is known as a

P -model one. Since in many cases such a binary

response can only lead to a gross estimation of the

environment by the automaton, more sensitive

schemes have been developed. In such schemes
actions can lead to environmental feedback that is

neither completely rewarding or penalizing. Auto-

mata that operate in such environments are known

as Q and S-models. These kind of learning auto-

mata work with environmental responses which,

after normalization, takes values in the unit in-

terval [0,…,1]. In a Q-model, after an action ai by
the automaton, the environmental response can
have more than two, still finite however, possible

values in the interval [0,…,1]. In an S-model
environment, the environmental responses can

take continuous values in [0,…,1].

The core of the operation of the learning au-

tomaton is the probability updating algorithm,

also known as the reinforcement scheme. A gen-

eral reinforcement scheme has the form of Eq. (1).
It can be seen that after receiving feedback for the

selected action aðnÞ at cycle n, piðnþ 1Þ changes

according to weighting coefficients that reflect the

distance of the environmental response bðnÞ from
a totally rewarding (bðnÞ ¼ 0) or penalizing

(bðnÞ ¼ 1) one:

piðnþ 1Þ ¼

piðnÞ
 ð1
bðnÞÞgiðpðnÞÞ

þbðnÞhiðpðnÞÞ; if aðnÞ 6¼ ai;

piðnÞþ ð1
bðnÞÞ
P
j 6¼i
gjðpðnÞÞ


bðnÞ
P
j 6¼i
hjðpðnÞÞ; if aðnÞ ¼ ai:

8>>>>>>>><
>>>>>>>>:

ð1Þ

The functions gi and hi are associated with re-

ward and penalty for action i respectively and bðnÞ
is a normalized metric of the environmental re-

sponse. The lower the value of bðnÞ the more

favorable the response. According to the selection

made for those functions, a number of different
reinforcement schemes arise [6], with the most

common ones being the following:

• The linear Reward–Penalty (LR–P) scheme. In

this case, gi and hi are linear functions of

the corresponding action probabilities pi, 8i,
16 i6M . For the P -model LR–P (PLR–P) autom-

aton, after reception a favorable response for
action ai at cycle n, the corresponding probabil-
ity piðnþ 1Þ is increased. After reception of an

unfavorable response however, the probability

piðnþ 1Þ is decreased. For the Q and S models

probability updates occur as combinations of

gi and hi weighed by 1
 bðnÞ and bðnÞ respec-
tively, since bðnÞ can take values in the entire

range of the interval [0,…,1].
• The linear Reward–Inaction (LR–I) scheme. In

this case, gi is again a linear function of pi and
hi ¼ 0, 8i, 16 i6M . For the P -model case, after
reception of a favorable response for action

ai at cycle n, the corresponding probability

piðnþ 1Þ is increased. After reception of an
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unfavorable response however, the probability

piðnþ 1Þ is not decreased but remains the same.
For the Q and S models, probability updates oc-
cur according to gi weighed by 1
 bðnÞ, since
bðnÞ can take values in the entire range of the
interval [0,…,1].

• Nonlinear schemes. In this case gi and hi are
nonlinear functions of pi.

Learning automata have been found to be useful

in systems where incomplete knowledge about the

environment in which those systems operate exists.

In the area of data networking learning automata
have been applied to a number of problems, in-

cluding the design of self-adaptive MAC protocols,

both for wired and wireless platforms, which effi-

ciently operate in networks with dynamic work-

loads [2,7]. Other applications of learning

automata include adaptive push data broadcast

systems [3] and telephone-traffic routing [6]. In the

adaptive push system the learning automaton
provides adaptivity in an environment character-

ized by a priori unknown, time varying client needs

for data items. In other words, the learning au-

tomaton provides to the system ability to ‘‘learn’’

the a priori unknown and time-varying demands of

the various clients. In the telephone routing situa-

tion [6], routing should be done with switching

probabilities among routes directly proportional to
the capacity of the routes, which are a priori un-

known. Based on the above discussion, the moti-

vation for using a learning automaton in AHLAP

is clear: it targets a protocol that has the ability to

‘‘learn’’ for all stations the a priori unknown and

time varying probability of this station being ready

to transmit.

3.2. AHLAP protocol description

According to AHLAP, each mobile station is

equipped with a P -model learning automaton [8–

10] which contains the normalized choice proba-

bility Pi for each mobile station ui in the network.

The protocol operates as follows: After the net-

work feedback is received for the transmission at
slot t, at each station ui the basic choice proba-

bilities for slot t, PiðtÞ are normalized in the fol-

lowing way:
PiðtÞ ¼
PiðtÞPN
k¼1 PkðtÞ

: ð2Þ

Clearly,
PN

i¼1 PiðtÞ ¼ 1, where N is the number

of mobile stations. Furthermore, at the beginning

of AHLAP operation, at each station�s automaton
the choice probabilities Pið0Þ are the same for all

network stations. Thus, at the beginning of AH-

LAP operation it holds that Pið0Þ ¼ 1=N , where N
is the number of the mobile stations.

In the beginning of slot t, the normalized

probabilities PiðtÞ are used to grant permission to

transmit to a mobile station. At each time slot t,
the basic choice probability PiðtÞ of the selected
station ui is updated according to the network

feedback information. If station ui transmitted a

packet during slot t, then its basic choice proba-

bility is increased. Otherwise, if station ui was idle,
its basic choice probability is decreased. A LR–P

probability updating scheme is used:

Piðt þ 1Þ ¼ PiðtÞ þ Lð1
 PiðtÞÞ;
if uðtÞ ¼ ui and SLOTðtÞ ¼ SUCCESS;

Piðt þ 1Þ ¼ PiðtÞ 
 LðPiðtÞ 
 aÞ;
if uðtÞ ¼ ui and SLOTðtÞ ¼ IDLE:

ð3Þ

For all t, it holds that L; a 2 ð0; 1Þ and PiðtÞ
2 ða; 1Þ. L governs the speed of the automaton

convergence. The selection procedure for a value

of L reflects the classic speed versus accuracy

problem. The lower the value of L the more ac-

curate the estimation made by the automaton, a
fact however that comes at expense over conver-

gence speed. The role of parameter a is to enhance

the adaptivity of the protocol. This is because

when the choice probability of a station ap-

proaches zero, then this station is not selected for a

long period of time. During this period, it is

probable that the station transits from idle to busy

state. However, since the mobile station does not
grant permission to transmit, the automaton is not

capable of ‘‘sensing’’ such transitions. Thus, the

use of a nonzero value for parameter a prevents

the choice probabilities of the stations from taking

values in the neighborhood of zero and increases

the adaptivity of the protocol.

Since we consider the case of a bursty-traffic

network, when the selected mobile station had a
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packet to transmit, it is probable that the selected

station will also have packets to transmit in the

near future. Thus, its choice probability is in-

creased. On the other hand, if the selected station

notifies that it does not have buffered packets, its

choice probability is reduced, since it is likely to
remain in this state in the near future.

AHLAP updates the choice probabilities of

mobile stations according to the network feedback

information. It is proved [4] that the choice prob-

ability of each mobile station converges to the

probability that this station is not idle. This means

that for any two mobile stations ui and uj, with
di and dj being their probabilities of being ready
to transmit respectively, AHLAP asymptotically

tends to satisfy the relation

Pi

Pj
¼ Pi

Pj
¼ di

dj
: ð4Þ

In order to obtain a better understanding of the

claim of Eq. (4), we performed a simulation study
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Fig. 1. Convergence of basic and normalized
for an AHLAPWLAN of 10 mobile stations, from

which only stations 1 and 2 are active, with d1 ¼ 0:7
and d2 ¼ 0:4. The result of this experiment, which
can be seen in Fig. 1, shows that the automaton

estimates of the basic choice probabilities P1 and P2
converge to 0.7 and 0.4 respectively. The same
stands for the normalize choice probabilities P1

and P2 which converge to 7/11 and 4/11 respec-

tively. Thus, the claim of Eq. (4) indeed stands.

Based on the above discussion, it is clear that in

a noiseless environment, AHLAP is collision-free.

This is due to the fact that all stations use the same

protocol and due to the broadcast nature of the

wireless medium the network feedback is common
for all stations. Therefore, at each slot, all stations

choose the same station to be granted permission

to transmit and the protocol is collision-free de-

spite its distributed nature. However, in the pres-

ence of a noisy environment, it is possible that the

network feedback is not common for all stations.

Thus, the choice probabilities values may be
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different at several network nodes and thus colli-

sions may occur since it is likely that two or more

stations may sometimes not grant permission to

transmit to the same station. In this case, the

channel can be in one of the following three states:

successful transmission, collision or idle. The
simulation results presented in the next section

take into account the following possibilities:

1. A ‘‘successful’’ slot is perceived by a station as

‘‘idle’’, due to the fact that this station is out

of range of the transmitting one.

2. A ‘‘successful’’ slot is perceived by a station as

a ‘‘collision’’ one, due to bit errors imposed by
the wireless channel.

3. A ‘‘collision’’ slot is perceived by a station as

‘‘successful’’, due to the power capturing phe-

nomenon.

4. A ‘‘collision’’ slot is perceived by a station as

‘‘idle’’, due to the fact that this station is out

of range of the transmitting one.

In order to avoid excessive collisions, the

probability distribution vectors which the auto-

mata use to operate must not greatly differ.

However, such differences are likely to appear due

to the erroneous nature of the wireless network�s
feedback. To solve this, for each transmission

performed by a station, the proposed protocol

piggybacks the K largest probabilities in the sta-
tion�s data packet and the rest of the probabilities,

which obviously correspond to those stations that

are not favored to transmit at this time, take the

value of a. It is obvious that even with this

mechanisms, collisions will occur again due to the

noisy wireless network feedback. However this

time the dissemination of the probability distri-

bution vector between the network stations makes
them have more common values for the proba-

bilities and thus the received network feedback will

be more accurate resulting to less collisions.

It is obvious that the selection for the value of K
depends on the number of stationsN . If the network
comprises a large number of stations, then a selec-

tion forK withK < N will limit the overhead caused

by the protocol. The simulation results presented in
the next section reveal that this mechanism leads to

a satisfactory performance for the protocol.
Before closing this section, we present below a

brief pseudocode algorithmic description of the

way the protocol operates on a random mobile

station i, in order to summarize the operation of

AHLAP:

for {;;}

{

normalize_choice_probabilities(P);

transmitter¼ select_transmiting_station();

if (transmitter¼ ¼ i)

if (queue_size(i)>0)

{

transmit_DATA_packet();
increase(Pi);
wait_for_ACK();

}

else

{

remain_silent();

decrease(Pi);
}

else

{

feeeback¼ get_network_feedback();

if ((feedback¼ ¼DATA_PACKET)

OR (feedback¼ ¼ACK_PACKET))

{

copy_K_largest_choice_probabili-

ties();
increase(Pi);

}

else if (feedback¼ ¼ IDLE_SLOT)

decrease(Pi);
if ((feedback¼ ¼DATA_PACKET)

AND (destination_station(feedback)¼
¼ i))

transmit_ACK();
}

}

4. Performance evaluation

4.1. Simulation environment

Using simulation, we compared AHLAP

against two other protocols: TDMA and the IEEE
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802.11 DCF. The simulator models N mobile cli-

ents and the wireless links as separate entities.

Each mobile station uses a buffer to store the ar-

riving packets. The buffer length is assumed to be

equal to Q packets. Any packets arriving to find

the buffer full, are dropped. Each simulation run is
carried out until R packets successfully reach their

destination.

The bursty traffic was modeled in the following

way [2,11,12]: We define ‘‘time slot’’ as the time

duration required for a data packet to be trans-

mitted over the wireless link. Each source node can

be in one of two states, S0 and S1. When a source

node is in state S0 then it has no packet arrivals.
When a source node is in state S1 then, at each

time slot, it has a packet arrival with probability Z.
Given a station is in state S0 at time slot t, the
probability that this station will transit to state S1
at the next time slot is P01. The transition proba-

bility from state S1 to state S0 is P10. It can be

shown that, when the load offered to the network

is R packets/slot and the mean burst length is B
slots, then the transition probabilities are P01 ¼
R=ðBðNZ 
 RÞÞ and P10 ¼ 1=B.

In our simulation model, the condition of the

wireless link between any two stations was mod-

eled using a finite state machine with two states:

• Stage G, denotes that the wireless link is in a

relatively ‘‘clean’’ condition and is characterized
by a small BER, which is given by the para-

meter G BER.
• Stage B, denotes that the wireless link is in a

condition characterized by a high BER, which

is given by the parameter B BER.

We assume that the background noise is the

same for all stations and thus the principle of
reciprocity stands for the condition of any wire-

less link. Therefore, for any two stations A and

B, the BER of the link from A to B and the BER

of the link from B to A are the same. The time

periods spent by a link in states G and B are ex-

ponentially distributed, but with different average

values, given by the parameters TG and TB. The
status of a link probabilistically changes between
the two states. When a link has spent its time in

state G, the link transits to stage B. When a link
has spent its time in state B, the link transits to

stage G.

We employed the following broadly used per-

formance metrics in order to compare the proto-

cols:

1. The throughput versus offered load characteris-

tic.

2. The delay versus throughput characteristic.

We simulated the protocols for the following

three different network configurations:

1. Network N1: N ¼ 10, Q ¼ 10, B ¼ 10, Z ¼ 1:0.
2. Network N2: N ¼ 10, Q ¼ 3, B ¼ 200, Z ¼ 0:7.
3. Network N3: N ¼ 5, Q ¼ 5, B ¼ 1000, Z ¼ 0:8.

In the simulations, the following parameter

values remain constant: R¼ 3,000,000, G BER ¼
10
10, B BER ¼ 10
4, TG ¼ 30 s, TB ¼ 10 s, K ¼ 2,

R LIM ¼ 6, Pc ¼ 0:1 ¼ Pi ¼ 0:1. R LIM sets the

maximum number of retransmission attempts per
packet. Pc is the probability that when two or more
data packets collide, one of them is successfully

decoded at the destination station due to the power

capture phenomenon. Pi is the probability that a

transmission does not get through to a certain

station, thus this stations perceives the slot as idle.

The DATA packet size is set to 1000 bits and the

size of all control packets for the protocols is set to
160 bits. The wireless medium bit rate was set to 1

Mbps and the propagation delay between any two

stations was set to 0.0005 ms corresponding to

inter-station distances of 150 meters.

4.2. Simulation results

The throughput versus offered load character-
istics of the compared protocols when applied to

networks N1, N2 and N3 are shown in Figs. 2, 4 and

6, respectively, while the delay versus throughput

characteristics when applied to networks N1, N2

and N3 are shown in Figs. 3, 5 and 7, respectively.

The main conclusions that can be drawn from the

figures are the following:

• AHLAP enjoys a large performance superiority

over TDMA in all cases. This is due to the fact
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Fig. 2. The throughput versus offered load characteristics of AHLAP TDMA and IEEE 802.11 DCF when applied to network N1.
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Fig. 3. The delay versus throughput characteristics of AHLAP TDMA and IEEE 802.11 DCF when applied to network N1.
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that AHLAP ‘‘learns’’ the environment,

whereas the behavior of TDMA is not adaptive.
• For the same network load, AHLAP exhibits

a similar throughput with that of the DCF of
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Fig. 4. The throughput versus offered load characteristics of AHLAP TDMA and IEEE 802.11 DCF when applied to network N2.
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Fig. 5. The delay versus throughput characteristics of AHLAP TDMA and IEEE 802.11 DCF when applied to network N2.
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IEEE 802.11 for small values of the mean burst

length B (e.g. Network N1). However, for net-
works characterized by heavy bursty traffic

(e.g. Network N3) AHLAP exhibits a perfor-
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Fig. 6. The throughput versus offered load characteristics of AHLAP TDMA and IEEE 802.11 DCF when applied to network N3.
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Fig. 7. The delay versus throughput characteristics of AHLAP TDMA and IEEE 802.11 DCF when applied to network N3.
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mance superior to that of IEEE 802.11. This is

due to the fact that in the case of heavy bursty
traffic (very large B), AHLAP manages to make

the correct decision about which station to
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grant permission to transmit almost all of the

times. This is due to the facts that: (a) In a

heavy-bursty network, a single station domi-

nates network packet arrivals (equivalently it

is ‘‘active’’) for relatively large time periods.
Thus, the automaton is infrequently burdened

with the cost of finding the ‘‘newly-active’’ sta-

tion, (b) Each data packet transmission in AH-

LAP has an overhead of one control packet

(ACK), while IEEE 802.11 has a three-control

packet overhead (RTS-CTS-ACK) per data

packet transmission. The above two facts ex-

plain the fact observed from the graphs that
the burstier the network traffic, the larger the

performance gain of AHLAP compared to

IEEE 802.11.

• The throughput versus delay characteristic of

AHLAP is typically the same with that of IEEE

802.11 for low throughput values. However, for

high throughput values, AHLAP is able to pro-

vide the same throughput with significantly
lower delays. This can also be explained by

the reasoning that is mentioned above for the

offered load versus throughput characteristic.

5. Conclusion

Modern WLANMAC protocols should be able
to efficiently handle the bursty traffic that is ex-

pected to be generated by WLAN applications.

This paper proposes AHLAP, an ad hoc learning-

automata-based wireless MAC protocol. The

protocol is able to achieve significantly higher

throughput and lower delay values compared

to TDMA under bursty traffic conditions in wire-

less environments. The main characteristics of
AHLAP are

1. It achieves a high performance, even when the

offered traffic is bursty.

2. It is self-adaptive. Each station is assigned a

fraction of the bandwidth proportional to its

needs.

3. It is fully distributed, thus no centralized con-
trol of the network is required.

4. Due to its distributed nature, it is fault-tolerant,

since its operation is not affected from a station

failure.
5. It is very simple to implement. The only extra

requirement over TDMA is the existence at of

a processor at each station, which implements

the learning algorithm. It is also more simple

to implement than IEEE 802.11 DCF. This is
due to the fact that the latter uses extra mecha-

nisms such as (a) RTS/CTS control packet ex-

changes, (b) carrier sensing (both in order to

perform backoff and sample the medium before

a transmission attempt) and (c) use of more

than one interframe spaces.
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